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DESCRIPTION

The supply chain arguably faces more risk than other 
areas of the company due to its global nature and its 
systemic impact on the establishment’s monetary per-
formance. Risk is a fact of life for the supply chain pro-
fessional due to the long list of forces that drive supply 
chain risk. These include quality and safety challeng-
es; supply deaths; legal, security, nonsupervisory and 
environmental compliance; rainfall and natural disas-
ters; and terrorism. Companies with global supply 
chains face an addition potential for risk, including, 
but not limited to, the longer lead times needed in the 
global terrain; force dislocations due to global cus-
toms, foreign regulations and harborage traffic; polit-
ical and/ or profitable insecurity in a source country; 
and changes in economics similar as exchange rates. 

The scope and reach of the supply chain cries out 
for a formal, documented process to manage risk. But 
without a extremity to motivate action, risk planning 
frequently falls to the bottom of the precedence list. 
The low precedence for managing risk in companies 
is puzzling. After all, supply chain threat operation is 
a veritably popular content at conferences and has 
been written about considerably in books and papers. 
Still, in malignancy of all of the hype and discussion, 
we still see the vast maturity of companies giving this 
content much lower attention than it deserves.  But 
there’s a silver lining. Risk cannot be canceled, but it 
can be planned for. Having a threat operation plan can 
indeed be used as a competitive advantage, since so 
many enterprises have one. Precluding dislocations 
down the force chain dramatically impacts competi-
tiveness in general. 

FACILITY LOSS AND BACKUP PLANS 

Still, about half of the enterprises surveyed (53 per-
cent) have a backup plan that can be enforced fair-
ly snappily, If a natural disaster or major outfit failure 
shuts down a company installation (a plant or distri-
bution center). The bad news is that the other half (47 
percent) don’t have a backup plan for manufactories 
or distribution centers. About seven in ten companies 
(69 percent) have a proved response plan in place to 
attempt to regain business with their guests if disaster 
strikes, either through product negotiation, proactive 
communication, or with force. This means that almost 
a third of companies don’t have any disaster response 
plan in place for supply chain risk. 

SUPPLIER LOSS AND PROVISORY PLANS 

On normal, about 45 percent of the suppliers of the 
enterprises surveyed could continue to supply if they 
suffer a disaster in one position, meaning that over half 
(55 percent) couldn’t continue supplying within a rea-
sonable time frame. The examination said that nearly 
half (45 percent) of supplier spending for U.S.- ground-
ed companies is outside the United States, with 21 
percent in Asia. Of course longer supply lines increase 
supply chain risk. 

Enterprises vary extensively in terms of how numerous 
of their suppliers are sole sourced. In this survey, 38 
percent of suppliers are sole sourced. But the spread 
is veritably broad. At just one standard divagation, the 
range for sole sourcing among the enterprises sur-
veyed was 13 percent to 63 percent. It can be safely 
said that numerous enterprises take on the threat of 
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sole sourcing with a fairly large number of their suppli-
ers. Some do this for profitable reasons (one supplier 
has a significantly lower cost and/ or advanced quali-
ty), for practical reasons (no other supplier can satisfy 
the company’s needs adequately,) or unfortunately for 
relationship reasons. 

SUPPLY CHAIN RISKS 

The number-one threat on the minds of check actors 
enterprises implicit quality problems. Long global sup-
ply lines make it veritably difficult to recover from quality 
issues. Next in the list of threat enterprises is increased 
force due to a longer global supply chain. Companies 
say they carry at least 60 to 75 days of supply in fresh 
inventory when they handpick to outsource to Asia. 
Force wasn’t a major concern when companies rushed 
to Asia 20 times agone,. But the huge quantum of fresh 
force caused by a long global force chain frustrated nu-
merous of those who did n’t completely appreciate this 
impact in advance. Utmost enterprises now understand 
that force increases working capital, which depresses 
cash inflow, which depresses shareholder value. Sup-
ply chain professionals are least concerned about ter-
rorism, pirating, and customs detainments. Enterprises 
have gotten a lot savvier about dealing with customs 
issues. They’re taking full advantage of every program 
that speeds customs processing, similar as C-TPAT in 
the United States. 

RISK MITIGATION STRATEGIES 

The number-one strategy used to alleviate supply 
chain threat is to choose financially strong, competent, 
world- class suppliers. This is easier said than done. 

Enterprises tell us that it takes roughly two years to de-
velop and completely certify a global supplier. Follow-
ing that’s a focus on compressing global shipping time 
and cycle time variation. Leading enterprises apply 
Lean principles and Six Sigma ways to this work. They 
value stream map the end-to- end global shipping pro-
cess and look for ways to reduce or exclude waste and 
detainments at every step. The third- ranked strategy 
used to mitigate force chain threat involves the use of 
visibility tools to nearly track global shipments and take 
action when necessary. Leading enterprises use sup-
ply chain event management technology to send alerts 
to key help when action needs to be taken by some-
one, somewhere in the global supply chain, to correct 
detainments. 

CONCLUSION 

Supply chain risk cries out for a process to manage 
it. Your supply chain strategy team should set aside 
time to evaluate the dangers facing your supply chain. 
Once you and your team identify the dangers facing 
your force chain, you must next prioritize the dangers. 
Anyhow of a company’s size and geographical extent, 
there’s no deficit of methodologies to help prioritize 
risks. In the final step of a threat operation process, 
mitigation plans need to be developed for the top risks. 
The line organization should be deeply involved in and 
own this part of the process.


